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#### Abstract

In this paper new families of strongly universal hash functions, or equivalently, authentication codes, are proposed. Their parameters are derived from bounds on exponential sums over finite fields and Galois rings. This is the first time hash families based upon such exponential sums have been considered. Their performance improves the previously best known constructions and they can be made general in their choice of parameters. Furthermore, the constructions are suitable both for hardware and software implementations. The latter is an aspect that is significant and has been considered in several recent papers.
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## 1 Introduction

Universal hashing is a concept that was introduced by Wegman and Carter [19] in 1979. Since then, many results in theoretical computer science use different kinds of universal hashing.

One of the more interesting topics in universal hashing is named strongly universal hashing. Other names used are two-point based sampling, or pairwise independent random variables [18]. There is a large amount of applications of this topic in computer science. In cryptography we find applications in for example interactive proof systems. However, the most widely known application in cryptography is the construction of unconditionally secure authentication codes. We will return to the equivalence between strongly universal hash functions and authentication codes in Section 2.

The applications of exponential sums in coding theory have proved to be many, including bounds on the minimum distance and covering radius [6] of

[^0]codes, as well as applications to sequence designs. Recently, a new direction in coding theory has been to apply the Gray map to codes that are linear over $\mathbb{Z}_{4}$ to obtain binary nonlinear codes better than comparable binary linear codes. The distance properties of these codes as well as the correlation properties of sequences obtained from $\mathbb{Z}_{4}$-linear codes depend on exponential sums over Galois rings.

It is well known that coding theory and universal hashing are closely related, and our aim is to explore how exponential sums over finite fields and Galois rings can be used to construct families of strongly universal hash functions. The results are positive and we obtain constructions that improve the previously best known constructions. These are not the only positive aspects. We also recognize that the constructions are simple to implement both in software and hardware. Such implementation aspects have recently been considered important, and there are several papers focusing on this topic [8], [9], and [14].

This paper is organized as follows. In Section 2 the basic definitions in authentication theory and in universal hashing are given, as well as the connection between them. Section 3 introduces exponential sums over finitc fields, and in Section 4 we construct hash families over finite fields. In Section 5 we introduce exponential sums over Galois rings, and in Section 6 we construct hash families over Galois rings. We end with some concluding remarks.

## 2 Authentication codes and universal hash functions

Authentication theory as originally described by Simmons [15], [16], see also [4], considers the problem of two trusting parties, who want to send information from the transmitter to the receiver in the presence of an adversary. The adversary may introduce false messages to the receiver or replace a legal message with a false one. To protect against these threats, the sender and the receiver share a secret key. The key is then used in an authentication code (A-code).

A systematic (or Cartesian) A-code is a code where the information to be transmitted appears in plaintext in the transmitted message. Such a code is a triple $(\mathcal{S}, \mathcal{E}, \mathcal{Z})$ of finite sets and a $\operatorname{map} f: \mathcal{S} \times \mathcal{E} \rightarrow \mathcal{Z}$. Here $\mathcal{S}$ is the set of source states, i.e., the information that is to be transmitted, $\mathcal{E}$ is the set of keys, and $\mathcal{Z}$ is the tag alphabet. When the transmitter wants to send the information $s \in S$ using his secret key $e \in \mathcal{E}$, he transmits the message $m=(s, z)$, where $z=f(s, e)$, and $m \in \mathcal{M}=\mathcal{S} \times \mathcal{Z}$. When the receiver reccives a message $m^{\prime}=\left(s^{\prime}, z^{\prime}\right)$, he checks the authenticity by calculating whether $z^{\prime}=f\left(s^{\prime}, e\right)$ or not. If equality holds, the message $m$ is called valid. The adversary has two different attacks to choose between. He might introduce a false message $m=(s, z)$, and hence impersonating the transmitter, called the impersonation attack. He can also choose to observe a transmitted message $m=(s, z)$, and then replace this message with another message $m^{\prime}=\left(s^{\prime}, z^{\prime}\right)$, where $s^{\prime} \neq s$. This is called the substitution attack. The probability of success for the adversary when trying either of the two attacks, denoted by $P_{I}$ and $P_{S}$ respectively, are formally defined by $P_{I}=\max _{s, z} P(m=(s, z)$ valid) and
$P_{S}=\max _{s, z} \max _{s^{\prime} \neq s, z^{\prime}} P\left(m^{\prime}=\left(s^{\prime}, z^{\prime}\right)\right.$ valid $\mid m=(s, z)$ observed $)$. We assume that the keys are uniformly distributed. Then these probabilitics can be written as

$$
\begin{align*}
& P_{I}=\max _{s, z} \frac{|\{e \in \mathcal{E}: z=f(s, e)\}|}{|\{e \in \mathcal{E}\}|},  \tag{1}\\
& P_{S}=\max _{s, z} \max _{s^{\prime} \neq s, z^{\prime}} \frac{\left|\left\{e \in \mathcal{E}: z=f(s, e), z^{\prime}=f\left(s^{\prime}, e\right)\right\}\right|}{|\{e \in \mathcal{E}: z=f(s, e)\}|} . \tag{2}
\end{align*}
$$

For a review of different bounds and constructions of A-codes, we refer to [7], which gives a good account of the recent developments in the area.

In universal hashing, we consider a hash family $\mathcal{G}$, which is a set $\mathcal{G}$ of $|\mathcal{G}|$ functions such that $g: X \rightarrow Y$ for cach $g \in \mathcal{G}$. Interesting parameters for a hash family are $|\mathcal{G}|,|X|$, and $|Y|$. Two relevant definitions are the following.

Definition 1. A hash family $\mathcal{G}$ is called $\epsilon$-almost universal $l_{2}$ if for any two distinct elements $x_{1}, x_{2} \in X$, there are at most $\epsilon|\mathcal{G}|$ functions $g \in \mathcal{G}$ such that $g\left(x_{1}\right)=g\left(x_{2}\right)$. We use the abbreviation $\epsilon-\mathrm{AU}_{2}$ for the family.

Definition 2. A hash family $\mathcal{G}$ is called $\epsilon$-almost strongly universal ${ }_{2}$ if
i) for any $x \in X$ and any $y \in Y$, there are exactly $|\mathcal{G}| /|Y|$ functions $g \in \mathcal{G}$ such that $g(x)=y$.
ii) for any two distinct elements $x_{1}, x_{2} \in X$, and for any two elements $y_{1}, y_{2} \in$ $Y$, there are at most $\epsilon|\mathcal{G}| /|Y|$ functions $g \in \mathcal{G}$ such that $g\left(x_{1}\right)=y_{1}$, and $g\left(x_{2}\right)=y_{2}$.

We here use the abbreviation $\epsilon$ - $\mathrm{ASU}_{2}$.
For a more thorough treatment of universal hashing, we refer to [17], where these concepts are derived further. We will instead consider the known equivalences between strongly universal hashing and authentication codes.

## Lemma 3 [1],[19],[17].

i) If there exists a q-ary code with codeword length $n$, cardinality $M$, and minimum Hamming distance d, then there exists an $\epsilon-A U_{2}$ family of hash functions where $\epsilon=1-d / n,|\mathcal{G}|=n,|X|=M$, and $|Y|=q$. Conversely, if there exists an $\epsilon-A U_{2}$ family of hash functions, then there exists a code with parameters as above.
ii) If there exists an $A$-code with parameters $|\mathcal{S}|,|\mathcal{E}|, P_{\gamma}=1 /|\mathcal{Z}|$, and $P_{S}$, then there exists an $\epsilon$-ASU family of hash functions where $\epsilon=P_{S},|\mathcal{G}|=|\mathcal{E}|$, $|X|=\mathcal{S}$, and $|Y|=|\mathcal{Z}|$. Conversely, if there exists an $\epsilon-A S U_{2}$ family of hash functions, then there exists an $A$-code with parameters as above.

We review the equivalence ii) above. Each key $e \in \mathcal{E}$ in the A-code corresponds to a unique function $g_{c}$ in $\mathcal{G}$, and $\mathcal{S}=X$. The $\operatorname{tag} z$ in the authentication code is then obtained as

$$
z=g_{e}(s)
$$

The significance of $\epsilon-\mathrm{AU}_{2}$ families in strongly universal hashing lies in the fact that they are very useful when constructing strongly universal hash familics. This is due to the following result by Stinson.

Lemma 4 [17]. Let $\mathcal{G}_{1}$ be $\epsilon_{1}-A U_{2}$ from $X_{1}$ to $Y_{1}$ and let $\mathcal{G}_{2}$ be $\epsilon_{2}-A S U_{2}$ from $Y_{1}$ to $Y_{2}$. Then $\mathcal{G}=\left\{g_{2}\left(g_{1}(x)\right): g_{1} \in \mathcal{G}_{1}, g_{2} \in \mathcal{G}_{2}\right\}$ is $\epsilon-A S U_{2}$ with $\epsilon=\epsilon_{1}+\epsilon_{2}$.

Virtually all constructions of $\epsilon-\mathrm{ASU}_{2}$ families of hash functions for large $|X|$ use this composition construction. The constructions giving best performance [1] uses Reed-Solomon codes as the $\epsilon-\mathrm{AU}_{2}$ family in the above composition construction. Our aim in this paper is to derive even better $\epsilon-\mathrm{ASU}_{2}$ families of hash functions in a direct way, without using this composition construction. The idea of using exponential sums allows this to be done in a neat way.

## 3 Exponential sums over finite fields

Exponential sums have been an important tool in number theory for solving problems involving integers. Such sums can be considered in the framework of finite fields and turn out to be useful in various applications. For more details, see [11].

Let $\operatorname{Tr}_{q^{m} / q}(\alpha)$ be the trace function from $\mathbb{F}_{q^{m}}$ to $\mathbb{F}_{q}$ defined by

$$
\operatorname{Tr}_{q^{m} / q}(\alpha)=\alpha+\alpha^{q}+\cdots+\alpha^{q^{m-1}} .
$$

Furthermore, let $q=p^{e}$, where $p$ is the characteristic of $\mathbb{F}_{q}$, and let $\operatorname{Tr}_{q / p}(\alpha)$ be the trace function from $\mathbb{F}_{q}$ to $\mathbb{F}_{p}$. Note that $T r_{q^{\prime \prime \prime} / p}(\alpha)=T r_{q / p}\left(\operatorname{Tr}_{q^{m} / q}(\alpha)\right)$. Let $\omega$ be a complex primitive $p$-th root of unity. We will consider exponential sums of the form

$$
\sum_{\alpha \in \mathbb{F}_{q^{m}}} w^{T m_{q} q_{i n}, h^{\prime}(f(\alpha))},
$$

where $f(x) \in \mathbb{F}_{q^{m "}}[x]$. An important result on exponential sums of the above kind is the Weil-Carlitz-Uchiyama bound [3]. This is also the result that is the basis for our constructions.

Theorem 5 Weil-Carlitz-Uchiyama bound. Let $f(x)=\sum_{i=1}^{D} f_{i} x^{i} \in \mathbb{F}_{q^{m}}[x]$, $q=p^{e}$, be a polynomial of degree $D$ that is not expressible in the form $f(x)=$ $g(x)^{p}-g(x)+\theta$ for any $g(x) \in \mathbb{F}_{q^{m}}[x], \theta \in \mathbb{F}_{q^{m}}$. Then

$$
\left|\sum_{\alpha \in \mathbb{F}_{q^{\prime \prime}}} \omega^{T_{r_{q} m^{\prime \prime} / p}(f(\alpha))}\right| \leq(D-1) \sqrt{q^{m}}
$$

where $\omega$ is a complex primitive $p$-th root of unity.

## 4 Universal hash functions from exponential sums over finite fields

We start by considering a straightforward construction of strongly universal hash functions from exponential sums. We first need to prove a lemma.
Lemma 6. Let $f(x)=\sum_{i=1}^{D} f_{i} x^{i} \in \mathbb{F}_{q^{m \prime}}[x]$ be a polynomial of degree $D$ that is not expressible in the form $f(x)=g(x)^{r}-g(x)+\theta$ for any $g(x) \in \mathbb{F}_{q^{m}}[x]$, $\theta \in \mathbb{F}_{q^{m}}$. Let

$$
N_{o}(f)=\left|\left\{x \in \mathbb{F}_{q^{m}}: T r_{q^{m} / q}(f(x))=\alpha\right\}\right| .
$$

Then

$$
\left|N_{\alpha}(f)-q^{m-1}\right| \leq(D-1) \sqrt{q^{m}} .
$$

Proof. We will calculate $N_{\alpha}(f)$ from an exponential sum. We have

$$
\left.\left.q N_{\alpha}(f)=\sum_{x \in F_{q}^{m a}} \sum_{y \in F_{q}} \omega^{T r_{q / p}\left(y \left(T r_{q^{m}} / q\right.\right.}(f(x))-\alpha\right)\right) .
$$

This follows since the inner sum is $q$ when $\operatorname{Tr}_{q^{m} / q}(f(x))=\alpha$ and 0 otherwise. Changing the order of summation and observing that in the case $y=0$ the right hand side contributes $q^{m}$, leads to

$$
q N_{\alpha}(f)-q^{m_{l}}=\sum_{y \in \mathbb{F}_{q} \backslash\{0\}} \omega^{-T^{\prime} r_{q / x}(y \alpha)} \sum_{x \in \mathbb{V}_{q^{m}}} \omega^{T T_{q^{m}} / p(y f(x))} .
$$

From the Wcil-Carlitz-Uchiyama bound, Theorem 5, it follows that

$$
\begin{aligned}
\left|N_{\alpha}(f)-q^{m-1}\right| & \leq \frac{1}{q} \sum_{y \in \mathbb{F}_{q} \backslash\{0\}}\left|\sum_{x \in \mathbb{F}_{q^{m}}} \omega^{T r_{q^{m} / p}(y f(x))}\right| \\
& \leq(D-1) \sqrt{q^{m}} .
\end{aligned}
$$

Consider the set $\mathcal{F}_{D}$ of polynomials of degree $D \leq \sqrt{q^{m}}$, defined by

$$
\mathcal{F}_{D}=\left\{f(x): f(x)=f_{1} x+f_{2} x^{2}+\cdots+f_{D} x^{D} \in \mathbb{F}_{q^{m}}[x], f_{i}=0 \text { whenever } p \mid i\right\} .
$$

The condition $f_{i}=0$ if $p \mid i$ for all $f \in \mathcal{F}_{D}$ guarantees that $f$ is not expressible in the form $f(x)=g(x)^{p}-g(x)+\theta$ for any $g(x) \in \mathbb{F}_{q^{m}}[x], \theta \in \mathbb{F}_{q^{m}}$, and hence Lemma 6 can be applied. Since $f(x)$ can contain all terms $f_{i} x^{i}$ where $f_{i} \in \mathbb{F}_{q^{m}}$, $1 \leq i \leq D$ and $p \nmid i$, it follows that $\left|\mathcal{F}_{D}\right|=q^{m(D \cdots\lfloor D / p\rfloor)}$. The construction of $\epsilon-\mathrm{ASU}_{2}$ hash families is described by the following theorem.

Theorem 7. Let the functions in $\mathcal{G}$ map from $X=\mathcal{F}_{D}$ to $Y=\mathbb{F}_{q}$, let $f \in \mathcal{F}_{D}=$ $X$ and define

$$
g_{\alpha, \beta}(f)=\beta+\operatorname{Tr}_{q^{m} / q}(f(\alpha)) .
$$

Then the family

$$
\mathcal{G}=\left\{g_{\alpha, \beta}(f): \alpha \in \mathbb{F}_{q^{m}}, \beta \in \mathbb{F}_{q}\right\}
$$

is an $\epsilon-A S U_{2}$ family of hash functions where

$$
|\mathcal{G}|=q^{m+1},|X|=q^{m(D-|D / p|)},|Y|=q, \epsilon=\frac{1}{q}+\frac{D-1}{\sqrt{q^{m}}} .
$$

Proof. We verify property i) of Definition 2. For any $x \in X$ and $y \in Y$ we have $|\{g \in \mathcal{G}: y=g(x)\}|=\left|\left\{(\alpha, \beta): y=\beta+\operatorname{Tr}_{q^{m} / q}(f(\alpha)), \alpha \in \mathbb{F}_{q^{m}}, \beta \in \mathbb{F}_{q}\right\}\right|=q^{m}$, since for cach $\alpha \in \mathbb{F}_{q^{m}}$ there is exactly one $\beta \in \mathbb{F}_{q}$ such that $y=\beta+T r_{q^{m z} / q}(f(\alpha))$. Secondly, we calculate $\epsilon$ as

$$
\begin{align*}
\epsilon & =\max _{x \neq x^{\prime}, y, y^{\prime}} \frac{\left|\left\{g \in \mathcal{G}: y=g(x), y^{\prime}=g\left(x^{\prime}\right)\right\}\right|}{|\mathcal{G}| /|Y|}  \tag{3}\\
& =\max _{f \neq f^{\prime}, y, y^{\prime}} \frac{\left|\left\{(\alpha, \beta): y=\beta+\operatorname{Tr}_{q^{m} / q}(f(\alpha)), y^{\prime}=\beta+\operatorname{Tr}_{q^{m} / q}\left(f^{\prime}(\alpha)\right)\right\}\right|}{q^{m}}  \tag{4}\\
& =\max _{f \neq 0, y} \frac{\left|\left\{\alpha: y=\operatorname{Tr}_{q^{m} / q}(f(\alpha))\right\}\right|}{q^{m}}  \tag{5}\\
& =\max _{f \neq 0, y} \frac{N_{y}(f)}{q^{m}} \\
& \leq \frac{q^{m-1}+(D-1) \sqrt{q^{m}}}{q^{m}}=\frac{1}{q}+\frac{D-1}{\sqrt{q^{m}}},
\end{align*}
$$

where the inequality follows from Lemma 6 , since it is valid for any nonzero $f \in \mathcal{F}_{D}$ and $y \in \mathbb{F}_{q}$. Furthermore $|X|=\left|\mathcal{F}_{D}\right|=q^{m(D-\lfloor D / p\rfloor)}$ and $|Y|=q$.

This family of strongly universal hash functions results in the following Acodes.

Corollary 8. Let $\mathcal{S}=\mathcal{F}_{D}, \mathcal{E}=\left\{(\alpha, \beta): \alpha \in \mathbb{F}_{q^{m}}, \beta \in \mathbb{F}_{q}\right\}$, and let the tag $z$ be generated as

$$
z=\beta+\operatorname{Tr}_{q^{m} / q}(f(\alpha)) .
$$

Then the parameters for the $A$-code are

$$
|\mathcal{S}|=q^{m(D \cdot|L / p|)},|\mathcal{E}|=q^{m+1},|\mathcal{Z}|=q,
$$

and

$$
P_{I}=\frac{1}{q}, P_{S}=\frac{1}{q}+\frac{D-1}{\sqrt{q^{m}}}
$$

We can verify the good performance of this construction by comparing with the parameters of the previously best known constructions [1]. For example, consider the parameters $q=2^{20}, P_{S}=2^{-19}$, and $m=3$. By choosing $q$ to be a large prime around $2^{20}$ we get $\log |S|=20 \cdot 3 \cdot \sqrt{2^{20}}=60 \cdot 2^{10}$. In the construction in [1], we would for the same parameters get a number of source state bits which is $30 \cdot 2^{10}$. Or the other way around, that construction requires 82 key bits to authenticate $\log |S|=60 \cdot 2^{10}$ source bits, while our new construction only requires 80 key bits.

One might argue that the above construction gives only A-codes for a few values of the key size, namely $q^{4}, q^{5}, q^{6}, \ldots$, etc.. We will now show that by combining several strongly universal hash families for a smaller alphabet ( $q$ ), we can consider any value of the number of key bits. This generalizes the previous considerations. First we prove a result analogue to Lemma 6.

Lemma 9. Let $f_{1}, f_{2} \in \mathcal{F}_{D}$ such that $f_{1}(x) \neq \alpha f_{2}(x)$, for all $\alpha \in \mathbb{F}_{q}$. Let

$$
N_{\alpha_{1}, \alpha_{2}}\left(f_{1}, f_{2}\right)=\left|\left\{x \in \mathbb{F}_{q^{\prime n}}: \operatorname{Tr}_{q^{m /} / q}\left(f_{1}(x)\right)=\alpha_{1}, \operatorname{Tr}_{q^{m} / q}\left(f_{2}(x)\right)=\alpha_{2}\right\}\right|
$$

Then

$$
\left|N_{\alpha_{1}, \alpha_{2}}\left(f_{1}, f_{2}\right)-q^{m-2}\right|<(D-1) \sqrt{q^{m}} .
$$

Proof. We calculate $N_{\alpha_{1}, \alpha_{2}}\left(f_{1}, f_{2}\right)$ from an exponential sum. Similar to the proof of Lemma 6, we obtain

$$
\begin{aligned}
q^{2} N_{\alpha_{1}, \alpha_{2}}\left(f_{1}, f_{2}\right) & =\sum_{x \in \mathbb{F}_{q^{m}}} \sum_{y_{1}, y_{2} \in \mathrm{~F}_{q}} \omega^{T r_{q / p}\left(y_{1}\left(T r_{q^{m} / q}\left(f_{1}(x)\right)-\alpha_{1}\right)\right)} \omega^{T r_{q / p}\left(y_{2}\left(T r_{q} m_{/ q}\left(f_{2}(x)\right)-\alpha_{2}\right)\right)} \\
& =\sum_{y_{1}, y_{2} \in \mathbb{F}_{4}} \omega^{-T r_{q / p}\left(y_{1} \alpha_{1}+y_{2} \alpha_{2}\right)} \sum_{x \in \mathbb{F}_{q^{m}}} \omega^{T r_{q^{m} / p}\left(y_{1} f_{1}(x)+y_{2} f_{2}(x)\right)}
\end{aligned}
$$

Isolating the case $y_{1}=y_{2}=0$, which contributes $q^{m}$ to the sum in the right hand side, and using the Weil-Carlitz-Uchiyama bound, Theorem 5, it then follows that

$$
\left|N_{\alpha_{1}, \alpha_{2}}\left(f_{1}, f_{2}\right)-q^{m-2}\right| \leq(D-1) \sqrt{q^{m}} .
$$

Theorem 10. Let $\gamma \in \mathbb{F}_{q^{m}}$ be a primitive elemenl, and let the functions in $\mathcal{G}$ map from $X=\mathcal{F}_{D}$ to $Y=\mathbb{F}_{q}{ }^{2}$. Let $f \in \mathcal{F}_{D}=X$ and define

$$
g_{\alpha, \beta_{1}, \beta_{2}}(f)=\left(\beta_{1}+\operatorname{Tr}_{q^{m} / q}(f(\alpha)), \beta_{2}+\operatorname{Tr}_{q^{m} / \psi}(f(\gamma \alpha))\right)
$$

Then the family

$$
\mathcal{G}=\left\{g_{\alpha, \beta_{1}, \beta_{2}}(f): \alpha \in \mathbb{F}_{q^{m}}, \beta_{1}, \beta_{2} \in \mathbb{F}_{q}\right\}
$$

is an $\epsilon-A S U_{2}$ family of hash functions where

$$
|\mathcal{G}|=q^{m+2},|X|=q^{m(D-|D / p|)},|Y|=q^{2}, \epsilon=\frac{1}{q^{2}}+\frac{D-1}{\sqrt{q^{m}}}
$$

Proof. Property i) in Definition 2 is casily verified. With the same steps as in (3)-(5) we get

$$
\epsilon=\max _{f \neq 0, y} \frac{N_{y_{1}, y_{2}}(f(x), f(\gamma x))}{q^{m}} \leq \frac{q^{m-2}+(D-1) \sqrt{q^{m}}}{q^{m}}=\frac{1}{q^{2}}+\frac{D-1}{\sqrt{q^{m}}}
$$

where the inequality follows from Lemma 9 , since $f(x)$ and $f(\gamma x)$ both belong to $\mathcal{F}_{D}$ and $f(x) \neq \alpha f(\gamma x)$, for all $\alpha \in \mathbb{F}_{q}$, for any choice of $f(x) \neq 0$. Also, $|X|=q^{m(D-\lfloor D / p\rfloor)}$ and $|Y|=q^{2}$.

It is clear that the above results can be further generalized. We give the results and omit the proofs.

Lemma 11. Let $f_{1}, f_{2}, \ldots, f_{n} \in \mathcal{F}_{D}$ be $n(\leq m)$ linearly independent polynomials over $\mathbb{F}_{q}$. Let
$N_{\alpha_{1}, \ldots, \alpha_{n}}\left(f_{1}, \ldots, f_{n}\right)=\left|\left\{x \in \mathbb{E}_{q^{m}}: \operatorname{Tr}_{q^{m} / q}\left(f_{1}(x)\right)=\alpha_{1}, \ldots, \operatorname{Tr}_{q^{m} / q}\left(f_{n}(x)\right)=\alpha_{n}\right\}\right|$.
Then

$$
\left|N_{\alpha_{1}, \ldots, \alpha_{n}}\left(f_{1}, \ldots, f_{n}\right)-q^{m-n}\right| \leq(D-1) \sqrt{q^{m}}
$$

Theorem 12. Let the functions in $\mathcal{G}$ map from $X=\mathcal{F}_{D}$ to $Y=\mathbb{F}_{q}{ }^{n}$. Let $\gamma \in$ $\mathbb{F}_{q^{m}}$ be a primitive element, and let $f \in \mathcal{F}_{D}=X$. Define
$g_{\alpha, \underline{\beta}}(f)=\left(\beta_{1}+\operatorname{Tr}_{q^{m / q} / q}(f(\alpha)), \beta_{2}+\operatorname{Tr}_{q^{m / \varphi} / \varphi}(f(\gamma \alpha)), \ldots, \beta_{n}+\operatorname{Tr}_{q^{m} / q}\left(f\left(\gamma^{n-1} \alpha\right)\right)\right)$.
Then the family

$$
\mathcal{G}=\left\{g_{\alpha, \underline{\beta}}(f): \alpha \in \mathbb{F}_{q^{m}}, \beta_{1}, \ldots, \beta_{n} \in \mathbb{F}_{q}\right\}
$$

is an $\epsilon-$ ASU $_{2}$ family of hash functions where

$$
|\mathcal{G}|=q^{m+n},|X|=q^{m(D-|D / p|)},|Y|=q^{n}, \epsilon=\frac{1}{q^{n}}+\frac{D-1}{\sqrt{q^{m}}} .
$$

Corollary 13. Let $\mathcal{S}=\mathcal{F}_{D}, \mathcal{E}=\left\{\left(\alpha, \beta_{1}, \ldots, \beta_{n}\right): \alpha \in \mathbb{F}_{q^{n n}}, \beta_{1}, \ldots, \beta_{n} \in \mathbb{F}_{q}\right\}$, and let the tag $z$ be generated as

$$
z=\left(\beta_{1}+\operatorname{Tr}_{q^{m} / q}(f(\alpha)), \beta_{2}+\operatorname{Tr}_{q^{m} / q}(f(\gamma \alpha)), \ldots, \beta_{n}+\operatorname{Tr}_{q^{m} / q}\left(f\left(\gamma^{n-1} \alpha\right)\right)\right)
$$

Then the parameters for the $A$-code are

$$
|\mathcal{S}|=q^{m(D-|D / p|)},|\mathcal{E}|=q^{m+n},|\mathcal{Z}|=q^{n}
$$

and

$$
P_{I}=\frac{1}{q^{n}}, \quad P_{S}=\frac{1}{q^{n}}+\frac{D-1}{\sqrt{q^{m}}} .
$$

If the last construction is used with $q=2$, we can compare the parameters with [1] and find that they will be exactly the same. However, the proposed constructions have two advantages. Firstly, one may get a construction for any number of key bits in the authentication case, which is not possible in [1]. Secondly, by using Corollary 8 with $q=p$, where $p$ is a large prime, one gets improvements compared with [1] which roughly is a doubling of the number of source bits that can be authenticated, or for a fixed number of source bits, a reduction of the number of key bits by roughly 2 .

We will next show that using the theory of exponential sums over Galois rings we can also construct universal hash families.

## 5 Exponential sums over Galois rings

Some preliminaries on Galois rings are given below. For more details on Galois rings, the reader is referred to $[12,13,2]$ and [5]. Let $p$ be a fixed prime. For applications, the case $p=2$ is most relevant. Let $e \geq 1$ be an integer and set $q=p^{e}$. Let $\mathbb{Z}_{q}$ denote the integers mod- $q$, and $\mathbb{F}_{q}$ the finite field with $q$ elements.

Let $\mu: \mathbb{Z}_{q} \rightarrow \mathbb{Z}_{p}=\mathbb{F}_{p}$ be the mod- $p$ reduction map. We extend $\mu$ to a map $\mathbb{Z}_{q}[x] \rightarrow \mathbb{Z}_{p}[x]$ in the natural way, A monic polynomial $g(x) \in \mathbb{Z}_{q}[x]$ is said to be a monic basic irreducible if $\mu(g(x))=\bar{g}(x)$ is a monic irreducible polynomial in $\mathbb{Z}_{p}[x]$. A Galois ring $G R(q, m), m \geq 1$ of $q^{m}$ elements is simply a Galois extension of $\mathbb{Z}_{q}$. We will write $R_{q^{m}}=G R(q, m)$ for short. Every such ring is isomorphic to the ring $\mathbb{Z}_{q}[x] /(g(x))$, where $g(x)$ is monic basic irreducible of degrec $m . R_{q^{m}}$ is a local ring having a unique maximal ideal $M_{q^{m}}=p R_{q^{m}}$. Clearly $\mu$ has a natural extension to $R_{q^{m}}$ and therefore to $R_{q^{m}}[x]$, and $\mu\left(R_{q^{m}}\right)=R_{q^{m}} / M_{q^{m}} \cong F_{p^{m}}$.

As a multiplicative group, the units $R_{q^{m}}^{*}$ in $R_{q^{m}}$ contain a cyclic group of order $p^{m}-1$. Let $\beta \in R_{q^{m}}^{*}$ be a generator of this cyclic group. Let $\mathcal{T}_{m}=$ $\left\{0,1, \beta, \cdots, \beta^{p^{m}-2}\right\}$. It can be shown that every element $z \in R_{q^{m}}$ has the $p$-adic expansion

$$
z=z_{0}+p z_{1}+p^{2} z_{2}+\cdots+p^{\epsilon-1} z_{\ell-1}, z_{i} \in \mathcal{T}_{m}
$$

The ring $R_{q^{m}}$ is an extension ring of $\mathbb{Z}_{q}=R_{q}$ having a cyclic Galois group of order $m$ generated by the Frobenius automorphism $\sigma$ given by

$$
\sigma(z)=z_{0}^{p}+p z_{1}^{p}+p^{2} z_{2}^{p}+\cdots+p^{\epsilon-1} z_{e-1}^{p}
$$

where $z=z_{0}+p z_{1}+p^{2} z_{2}+\cdots+p^{e-1} z_{e-1}, z_{i} \in \mathcal{T}_{m}$. Given $x \in R_{q^{m}}$, we definc the trace $T_{q^{m / q} / q}: R_{q^{m}} \rightarrow R_{q}$ via

$$
T_{q^{m} / q}(x)=\sum_{i=0}^{m--1} \sigma^{2}(x)
$$

We next present some recent results on exponential sums over Galois rings. Let $f$ be a polynomial $f(x)=\sum_{i=0}^{d} f_{i} x^{2}$ in $R_{q^{m}}[x]$ of degree $d$. Let

$$
f(x)=F_{0}(x)+p F_{1}(x)+\cdots+p^{\epsilon-1} F_{e-1}(x), F_{j}(x) \in \mathcal{T}_{m}[x], 0 \leq j \leq e-1
$$

be the $p$-adic expansion of $f(x)$. Such an expansion can be derived from a $p$ adic expansion of the cocfficients of $f(x)$. Let $d_{i}$ be the degree of $F_{i}(x)$. We will assume that it is not possible to express $f(x)$ in the form

$$
f(x)=\sigma(g(x))-g(x)+\theta \quad(\bmod q)
$$

for any $g(x) \in R_{q^{m}}[x], \theta \in R_{q^{m}}$. Here $\sigma$ is the Frobenius automorphism and $\sigma\left(\sum_{i} g_{i} x^{i}\right)=\sum_{i} \sigma\left(g_{i}\right) x^{p_{i}}$. We will say that $f$ is non-degenerate when $f$ satisfies this condition. We define

$$
D_{f}=\max \left\{d_{o} p^{e-1}, d_{1} p^{e-2} \ldots, d_{e-1}\right\}
$$

and will refer to $D_{f}$ as the weighted degree of $f(x)$.
The following generalization of the Weil-Carlitz-Uchiyama bound was proved by Kumar, Helleseth and Calderbank.

Theorem 14 [10]. Let $f(x) \in R_{q^{m i}}[x], q=p^{e}$, be non-degenerate and let $D_{f}$ be the weighted degree of $f(x)$. Then

$$
\left|\sum_{x \in \mathcal{T}_{m_{i}}} \omega^{T_{q_{m}^{m} ; q}(f(x))}\right| \leq\left(D_{f}-1\right) \sqrt{p^{m}}
$$

where $\omega$ is a complex primitive $q$-th root of unity.

## 6 Universal hash functions from exponential sums over Galois rings

We can construct strongly universal hash functions from exponential sums over Galois rings in a manner similar to what we did in Section 4.

Lemma 15. Let $f(x)=\sum_{i=1}^{d} f_{i} x^{i} \in R_{q^{m}}[x], q=p^{e}$, be a non-degenerate polynomial of weighted degree $D_{f}$ such that $f(x) \neq 0(\bmod p)$. Let

$$
N_{\alpha}(f)=\left|\left\{x \in \mathcal{T}_{m}: T_{q^{m} / q}(f(x))=\alpha\right\}\right| .
$$

Then

$$
\left|N_{\alpha}(f)-p^{m-q}\right| \leq\left(D_{f}-1\right) \sqrt{p^{m}} .
$$

Proof. We calculate $N_{\alpha}(f)$ from an exponential sum over a Galois ring. We have

$$
q N_{\alpha}(f)=\sum_{x \in \mathcal{T}_{m}} \sum_{y \in \mathbb{Z}_{q}} \omega^{\left.y\left(T_{q}\right)_{q}(f(x))-\alpha\right)},
$$

since the inner sum is $q$ when $T_{q^{m / q}}(f(x))=\alpha$ and 0 otherwise. Observing that in the case $y=0$ the right hand side contributes $p^{m}$, leads to

$$
q N_{\alpha}(f)-p^{m}=\sum_{y \in \mathbb{Z}_{q} \backslash\{0\}} \omega^{-y \alpha} \sum_{x \in \mathcal{T}_{\mathcal{T}}} \omega^{T_{q^{m} / q}(y f(x))} .
$$

From Theorem 14, it follows that

$$
\left|N_{\alpha}(f)-p^{m-\epsilon}\right| \leq\left(D_{f}-1\right) \sqrt{p^{m}}
$$

We next introduce a generalization of the Gray-map. The Gray-map is used in coding theoretic applications for constructing binary codes and sequences. The main property for these maps is explained in the following lemma.

Lemma 16. For $i \in \mathbb{Z}_{p}, x \in \mathbb{Z}_{p^{2}}$, let $x=x_{1} p+x_{0}, x_{0}, x_{1} \in \mathbb{Z}_{p}$ and define $\phi_{i}: \mathbb{Z}_{p^{2}} \rightarrow \mathbb{Z}_{p}$ by

$$
\phi_{i}(x)=x_{1}+i x_{0} .
$$

Then for any $x . y \in \mathbb{Z}_{p^{2}}$ and $z \in \mathbb{Z}_{p}$

$$
\left|\left\{i \in \mathbb{Z}_{p}: \phi_{i}(x)-\phi_{i}(y)=z\right\}\right|=\left|\left\{i \in \mathbb{Z}_{p}: \phi_{i}(x-y)=z\right\}\right| .
$$

Proof. Let $x=x_{1} p+x_{0}$ and $y=y_{1} p+y_{0}$, where $x_{1}, x_{0}, y_{1}, y_{0} \in \mathbb{Z}_{p}$. Now $\phi_{i}(x)$ is defined by $\phi_{i}(x)=x_{1}+i x_{0}$. Then $\phi_{i}(x)-\phi_{i}(y)=\left(x_{1}-y_{1}\right)+i\left(x_{0}-y_{0}\right)$. Now it is easy to see that if $x_{0} \neq y_{0}$ each value of $\mathbb{Z}_{p}$ will appear once both for $\phi_{i}(x)-\phi_{i}(y)$ and for $\phi_{i}(x-y)$, when $i$ runs through $\mathbb{Z}_{p}$. Furthermore, if $x_{0}=y_{0}$ then $\phi_{i}(x)-\phi_{i}(y)=\phi_{i}(x-y)=x_{1}-y_{1}$.

Consider the set $\mathcal{R}_{D}$ of polynomials of weighted degree at most $D \leq \sqrt{p^{m}}$, defined by
$\mathcal{R}_{D}=\left\{f(x): f(x)=f_{1} x+f_{2} x^{2}+\cdots+f_{d} x^{d} \in R_{q^{m}}[x], D_{f} \leq D, f_{i}=0\right.$ whenever $\left.p \mid i\right\}$.
The condition $f_{i}=0$ if $p \mid i$ for all $f \in \mathcal{R}_{D}$ guarantees that $f$ is non-degeneratc. From the definitions of $\mathcal{R}_{D}$ and $D_{f}$ it, follows that $\left|\mathcal{R}_{D}\right|=p^{m\left(D-\left\lfloor D / p^{e}\right\rfloor\right)}$. The corresponding construction is the following.

Theorem 17. Let the functions in $\mathcal{G}$ map from $X=\mathcal{R}_{D}$ to $Y=\mathbb{Z}_{p}$. Let $f \in$ $\mathcal{R}_{D}=X, q=p^{2}$, and define

$$
g_{\alpha, \beta, i}(f)=\beta+\phi_{i}\left(T_{q^{m} / q}(f(\alpha))\right)
$$

Then the family

$$
\mathcal{G}=\left\{g_{\alpha, \beta, i}(f): \alpha \in \mathcal{T}_{m}, \beta, i \in \mathbb{Z}_{p}\right\}
$$

is an $\epsilon-\mathrm{ASU}_{2}$ family of hash functions where.

$$
|\mathcal{G}|=p^{m+2},|X|=p^{m\left(D-\left\lfloor D / p^{2}\right\rfloor\right)},|Y|=p, \epsilon=\frac{1}{p}+\frac{D-1}{\sqrt{p^{m}}}+\min \left(\frac{1}{p^{2}}, \frac{D-1}{\sqrt{p^{m}}}\right) .
$$

Proof. Property i) in Definition 2 is easily verified. We calculate $\epsilon$ by

$$
\begin{align*}
\epsilon & =\max _{f \neq f^{\prime}, y, y^{\prime}} \frac{\left|\left\{(\alpha, \beta, i): \beta+\phi_{i}(T(f(\alpha)))=y, \beta+\phi_{i}\left(T\left(f^{\prime}(\alpha)\right)\right)=y^{\prime}\right\}\right|}{p^{m+1}} \\
& =\max _{f \neq 0, y} \frac{\mid\left\{(\alpha, i): \phi_{i}(T(f(\alpha)))=y\right\}}{p^{m+1}} \tag{6}
\end{align*}
$$

where (6) follows from Lemma 16. We consider two cases.
Case I. $f=0 \quad(\bmod p)$. Then $f=p f_{1}$ for some polynomial $f_{1} \neq 0 \quad(\bmod p)$ and $\phi_{i}(T(f(\alpha)))$ will take the same value for all $i$, so

$$
\begin{aligned}
\epsilon & =\max _{f \neq 0, y} \frac{\left|\left\{(\alpha, i): \phi_{i}(T(f(\alpha)))=y\right\}\right|}{p^{m+1}} \\
& =\max _{f \neq 0, y} \frac{\left|\left\{\alpha: T\left(p f_{1}(\alpha)\right)=y\right\}\right|}{p^{m}} \\
& \leq \frac{p^{m-1}+(D-1) \sqrt{p^{m}}}{p^{m}} \\
& =\frac{1}{p}+\frac{D-1}{\sqrt{p^{m}}}
\end{aligned}
$$

i.e., as in the finite field case.

Case II. $f \neq 0 \quad(\bmod p)$. Now $\phi_{i}(T(f(\alpha)))$ will be uniformly distributed with $i$ when $T(f(\alpha)) \neq 0(\bmod p)$, and take the same value for all $i$ when $T(f(\alpha))=0 \quad(\bmod p)$.

Hence

$$
\begin{aligned}
\epsilon & =\max _{f \neq 0, y} \frac{\left|\left\{(\alpha, i): \phi_{i}(T(f(\alpha)))=y\right\}\right|}{p^{m+1}} \\
& =\max _{f \neq 0, y} \frac{|\{\alpha: T(f(\alpha)) \neq 0 \quad(\bmod p)\}|+p|\{\alpha: T(f(\alpha))=p y\}|}{p^{m+1}} \\
& =\frac{p^{m}-|\{\alpha: T(f(\alpha))=0 \quad(\bmod p)\}|+p|\{\alpha: T(f(\alpha))=p y\}|}{p^{m+1}} .
\end{aligned}
$$

We use Lemma 15 and get

$$
\begin{aligned}
\epsilon & \leq \frac{p^{m}+p\left(p^{m-2}+(D-1) \sqrt{p^{m}}\right)}{p^{m+1}} \\
& \leq \frac{1}{p}+\frac{1}{p^{2}}+\frac{D-1}{\sqrt{p^{m}}}
\end{aligned}
$$

We note that when $p^{m-2}>(D-1) \sqrt{p^{m}}$, we get a better estimate of $\epsilon$ by

$$
\epsilon \leq \frac{1}{p}+2 \frac{D-1}{\sqrt{p^{m}}}
$$

since $|\{\alpha: T(f(\alpha))=0 \quad(\bmod p)\}| \geq p\left(p^{m-2}-(D-1) \sqrt{p^{m}}\right)$.
A closer study reveals that this $\epsilon-\mathrm{ASU}_{2}$ hash family has weaker performance than the hash families constructed in Section 4. However, for $p=2$ it is possible to use sharper bounds than described here to get improvements on $\epsilon$ in Theorem 17. For authentication codes, $p$ should typically be large and hence such improvements are of interest only for other applications.

## 7 Conclusions

| Construction | Key size (bits) |  |  |  |  |  |  |  |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
|  | 70 | 72 | 74 | 76 | 78 | 80 | 90 | 100 |
| $[1]$ | $25 \cdot 2^{5}$ | $26 \cdot 2^{6}$ | $27 \cdot 2^{7}$ | $28 \cdot 2^{8}$ | $29 \cdot 2^{9}$ | $30 \cdot 2^{10}$ | $35 \cdot 2^{15}$ | $40 \cdot 2^{20}$ |
| Cor. $8, q$ prime | - | - | - | - | - | $60 \cdot 2^{10}$ | - | $80 \cdot 2^{20}$ |
| Cor. 13, $q=2$ | $25 \cdot 2^{5}$ | $26 \cdot 2^{6}$ | $27 \cdot 2^{7}$ | $28 \cdot 2^{8}$ | $29 \cdot 2^{9}$ | $30 \cdot 2^{10}$ | $35 \cdot 2^{15}$ | $40 \cdot 2^{20}$ |

Table 1. Table of the number of source bits in A-codes for different, key sizes in some different constructions, for $P_{I}=2^{-20}$, and $P_{S} \leq 2^{-19}$.

In Table 1 we present parameters of the derived constructions when used as authentication codes. We conclude by a short discussion around the implementation. Implementation aspects have recently gained attention, and several papers
focus on this topic [8], [9], and [14]. The time consuming part in the proposed constructions is the evaluation of a polynomial of large degree over a finite field (or Galois ring). We need to do additions and multiplications. In hardware, multiplications in a finite field of characteristic 2 has a simple implementation. In software, we can choose a large prime $p$ close to $2^{w}$, e.g., $p=2^{w}-1$, and a multiplication mod $-p$ can be done by one multiplication $\bmod -2^{w}$ together with one addition. Using more sophisticated methods for the evaluation of a high degree polynomial will improve the performance.

Finally, we remark that the trace codes obtained in a natural way from the family $\mathcal{F}_{D}$ correspond to the dual of the extended BCH-codcs. The families of polynomials $\mathcal{F}_{D}$ and more recently $\mathcal{R}_{D}[10]$ have been used as a basis for constructing families of sequences with very good correlation properties for CDMA applications. An interesting problem for future research would be to investigate whether other families of sequences or codes combined with the methods in this paper will lead to further improvements in the design of universal hash functions and authentication codes.
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